
What is Roamer? 

Roamer redefines secure remote work. With a proproetary Military-Grade design, Roamer offers a safe and 

innovative alternative to traditional VPNs, endpoint agents and in-office constraints. Roamer is the ideal solution 

for secure remote work in data-sensitive and classified environments.  

Roamer connects remotely to either Fantom or Polter depending on topology and scale of the accessed network. 

 
 

  

 
 

No Parameter Value 

1 Size (L x W x H)(mm) 353x227x13.8 

2 Material Aluminum chassis for durability  

3 Battery life Approximately 4 hours without 
charging (when in work) 

4 Battery Charging  Type C Port 

5 Weight Under 2Kg 

6 Screen Size 15.6-inch display (1920x1080) 

Information Technology Solutions 

R O A M E R  +  F A N T O M  

Organizations with any 

combination of VM’s and/or 

internal PC’s benefit from an air-

tight remote work solution when 

deploying Roamers connected to 

Fantom which provides scalable 

many-to-many secured remote 

connections.  

 

 

R O A M E R  +  P O L T E R  

Aimed at topologies where there 

is an on-site PC connected to the 

network and remote work is 

required. Polter will be connected 

to the on-site PC enabling 

undirectional & secure access 

via the remote ROAMER.  

 

 

ZEROPORT LTD.  

We are dedicated to developing 

and fielding robust hardware-

based solutions for IT and 

Network Security. 

All of our prodocts are born from 

grassroots, real-world needs of 

IT and security proffessionals  

 

 

Con tac t  

www.zeroport.co 

info@zeroport.co 

 

Roamer 
Military-Grade Secure Client for Remote Network Access 

Hardware-Based Unidirectional Security  

Non-TCPIP remote connection to secured 

networks 

 

No Operating System 

Malware-proof proprietary & patented 

hardware platform 

 

Encrypted Communication 

Secured to prevent interception, ensuring 

private and reliable comms 

 

Tamper-Proof Technologies 

Detection & mitigation of hardware and 

software tampering attampts 

 

Roamer Main Features: 

• Air-gapped unidirectional hardware 

• Primary & secondary encryption 

• VPN integration 

• Chassis breach detection 

• Enclosure lift detection 

• Heat, vibration & light sensors 

• Hardware input monitoring 

• Two-step authentication verification 

• Fingerprint scanning 

• Specialized DOK certificate 

• Cipher-protected security token 
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